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QUESTION: 68 
Which of the following logging options are supported on a FortiGate unit? (Select all 
that apply.) 

A. LDAP 
B. Syslog 
C. FortiAnalyzer 
D. Local 

Answer: B, C, D 

QUESTION: 69 
Which of the following statements are correct regarding logging to memory on a 
FortiGate unit? (Select all that apply.) 

A. When the system has reached its capacity for log messages, the FortiGate unit will 
stop logging to memory. 
B. When the system has reached its capacity for log messages, the FortiGate unit 
overwrites the oldest messages. 
C. If the FortiGate unit is reset or loses power, log entries captured to memory will be 
lost. 
D. None of the above.  

Answer: B,C 

QUESTION: 70 
An administrator configures a FortiGate unit in Transparent mode on the 
192.168.11.0 subnet. Automatic Discovery is enabled to detect any available 
FortiAnalyzers on the network. Which of the following FortiAnalyzers will be 
detected? (Select all that apply.) 

A. 192.168.11.100 
B. 192.168.11.251 
C. 192.168.10.100 
D. 192.168.10.251 

Answer: A, B 
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QUESTION: 71 

Which of the following items does NOT support the Logging feature?
 

A. File Filter 
B. Application control 
C. Session timeouts 
D. Administrator activities 
E. Web URL filtering  

Answer: C 

QUESTION: 72 
DLP archiving gives the ability to store session transaction data on a FortiAnalyzer 
unit for which of the following types of network traffic?  (Select all that apply.) 

A. SNMP 
B. IPSec C. SMTP 
D. POP3 
E. HTTP 

Answer: C, D, E 

QUESTION: 73 
Alert emails enable the FortiGate unit to send email notifications to an email address 
upon detection of a pre-defined event type. Which of the following are some of the 
available event types in Web Config? (Select all that apply.) 

A. Intrusion detected. 
B. Successful firewall authentication. 
C. Oversized file detected. 
D. DHCP address assigned. 
E. FortiGuard Web Filtering rating error detected. 

Answer: A 
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